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1. Introduction

1.1 Purpose of Document

This document defines the requirements for Bundled Capabilities Package-1 (BCP-1) of the Total Force Administrative System (TFAS) Project.  BCP-1 is primarily comprised of sub-processes from the TFAS Personal Requests Module and leverages an electronic workflow/routing architecture with an emphasis on input, request, retrieval, archival, and approval.  This effort will exploit the use of technology (equipment, hardware, and software) procured by the Marine Corps to support the Initial Operating Capability (IOC) of the TFAS project under BCP-0 (Self Certified Transactions on Marine On-Line).  BCP-1 will incorporate best business practices as part of the umbrella of processes and capabilities being addressed under the TFAS project. 

1.2 Reference Documents

· Fleet Operational Needs Statement for TFAS of Mar 99

· Statement of Need for TFAS dtd 16 Feb 00

· Acquisition Strategy and Acquisition Program Baseline Agreement for the TFAS dtd May 02

· KPMG Consulting Total Force Administration System Technical Architecture Analysis, Sep 00

· MARADMIN 146/99 (Standard Software Products)

· Appropriate DoD, DON, and USMC SCT/PKI documents

1.3 Narrative

The Deputy Commander, Manpower and Reserve Affairs (M&RA) approved the TFAS Statement of Need (SON) on 16 February 2000.   This document mandated that fundamental changes be made to the front end of the USMC’s payroll and personnel reporting capability.  The Marine Corps’ response, called Total Force Administration (TFAS), is an ongoing initiative to overhaul antiquated administrative business processes through policy related changes and improvements to current Automated Information System (AIS).  With this vision in mind, the TFAS Steering Group (SG) and Quality Leadership Board (QLB) developed a modular approach to business process reengineering which bundles similar capabilities into packages for development.  The processes outlined in BCP-1 will meet the intent of the Statement of Need, process validation, and prioritization.  

Specifically, BCP-1 will create a web-based Personal Request capability with workflow/routing architecture that will be used as the foundation for future development and implementation of TFAS business processes.  The workflow/routing architecture will allow for enhanced communication through the chain of command for personal requests initiated from the individual Marine (Echelon 1) to the small unit leaders (Echelon 2) and approved by Commanders (Echelon 3).  The workflow/routing architecture will be used to deliver the following capabilities (as listed in order of development prioritization):  

· Leave

· Proficiency and Conduct Marks

· Special Liberty/Out of Bounds

· Morning Report

· Permissive Temporary Additional Duty (PTAD)

· Promotion Recommendations/Non-recommendations

· Personnel Locator

· Adhoc Reports/Drill Down

· Electronic Personal Action Request (E-PAR)/Customer Tracker

1.4  Requirements

The intent of this BCP is to automate as many of the steps in the above processes as possible, provide Echelons 1 through 3 with sufficient flexibility to maximize communication, and automate reporting of personnel and pay transactions into the Marine Corps Total Force System.

BCP-1 will provide core capabilities for the following sub-processes: 

· Workflow/Routing Architecture:  Develop a standardized yet scaleable workflow/routing architecture that is independent of unit size, geographic location or command structure.  

· Leave: Automate the leave process to allow for individual request, check-in/check-out authentication and reporting of leave periods. 

· Proficiency and Conduct Marks: Automate the recording of Proficiency and Conduct Marks by routing small unit leader recommended marks through the chain of command, reporting marks approved by Commanders, and notifying the individual Marine of marks received.  

· Special Liberty/Out of Bounds Request:  Automate the request and approval process for special liberty and Out of Bounds requests (mirrors the leave process).

· Morning Report:  Develop a standardized method to track personnel accountability on a daily basis by recording unit strength and personnel duty status/strength categories.

· Permissive Temporary Additional Duty Requests:  Automate the request and approval process for Permissive Temporary Additional Duty requests (mirrors the leave process).

· Promotion Recommendations/Non-recommendations:  Automate the recording of Promotion Recommendations/Non-recommendations by routing small unit leader recommendations through the chain of command, reporting occurrences of not recommended for promotion, and notifying the individual Marine of the occurrence of a not recommended decision (mirrors the proficiency and conduct mark process).  

· Personnel Locator:  Develop an automated repository which can be accessed by last name to determine the current duty assignment of Marines.  

· Adhoc Report Retrieval/Drill Down:  Expand the report menu in Marine OnLine to allow for the modification of reports based upon criteria contained in the reports.

· Electronic Personal Action Request (E-PAR)/Customer Tracking:  Develop a system to initiate, track, answer and close requests for information which are submitted through the chain of command.

Greater detail for each of the above listed sub-processes is available in enclosures 1 through 10.

2. Users

The design goal of the BCP-1 is to facilitate the routing of administrative information in such a manner that reduces the workload and dependence on unit administrative personnel for routine data transcription tasks.  The system will maximize the use of front-end edits, and provide ample user prompts in order to allow all personnel to submit personal requests through the chain of command.  

All authorized users shall have access to personnel requests applications developed under BCP-1, based upon system defined profiles.  Personal Request applications shall provide users access validation for each individual entering, changing, viewing or downloading information to validate authorization.   

The following specific user categories are defined:

Echelon 1: Users at Echelon 1 include all Marines (active, reserve and retired) that have open accounts on the Marine Corps Total Force System.  Since every Marine can access the system as an Echelon 1 user, some users may have multiple roles within the TFAS project (e.g., access as Echelon 2 or 3 users).

Echelon 2: Users at Echelon 2 include the small unit leader who generally endorses requests initiated by the Marine.  Small unit leaders include the next senior individuals in the Echelon 1 user’s chain of command.  Some common roles include platoon sergeant, platoon commander, squadron GySgt, First Sergeant or Company Commander.  The level of Echelon 2 users will depend on the Echelon 1 user’s status.  Echelon 2 users will also include civilian, and other service personnel as these individuals are often present in the Marines chain of command.  Echelon 2 users are authorized to submit requests on behalf of their subordinates.  

Echelon 3:  Users at Echelon 3 include those individuals which are authorized to approve, modify and deny requests initiated by the individual Marine.  This structure begins at the organizational level (Battalion/Squadron) and ends at the Force Commanding General.  

3. Technical Architecture

3.1 MCTFS Interface  

Must interface with MCTFS to process and update transactions associated with core capabilities indicated above

3.2  Hardware Requirements

Hardware requirements for BCP-1 are expected to consist of those components procured in support of BCP-0 (Self Certified Transactions via Marine On-Line).  Additional hardware requirements include Workstations or Laptop devices with access to the Internet for use by members in Echelon 1 through 3.

3.3 Application and System Security

Application and System Security.  Personnel Admin Centers and Manpower Information System Support Offices will be the high-level security managers as these actions will generate pay and personnel transactions into the MCTFS.

4. Process Maps with Narratives

Process Maps with narratives for each sub-process is included as enclosures 2 through 10 of this document.

5. Software PERFORMANCE CHARACTERISTICS

    a.  Data Accuracy.  TFAS will support data accuracy (logical consistency of the data), which is measured by the validity of all information accepted based on defined business rules, using standard codes, and consistent with data already present.

Threshold:  99.9% of data accepted will be accurate.  Objective:  100% (KPP).
    b.  Information Accessibility.  Current personnel and pay data on personnel still in service will be retrievable online based on a single query. 

Threshold:  98% of data retrieved via a single query.  Objective:  100% (KPP.)

    c.  Personnel and Pay Data Changes.  The system shall update personnel and pay data changes in the corporate database during the next MCTFS cycle.

Threshold:  98% of the time.  Objective:  100% of the time (KPP).

    d.  Transaction Tracking.  Provide the ability to recall and trace transactions, inputs, processes, or changes from source to final disposition, to include user and certification identification as required by law or policy.

Threshold:  98%.  Objective:  100% (KPP).

    d.  Pers/Pay User Privileges.  The system shall provide security administration functionality to assign user and group levels of access to data and functionality.  The security administration functionality shall allow personnel and pay customer support staffs to complete personnel and pay actions. 

Threshold:  98%.  Objective:  99%.

    e.  DII/COE Compliance.  At a minimum, TFAS (Pers/Pay) hardware and software shall achieve a threshold of Level 6 DII COE compliance at FOC, with an objective of Level 8, as defined in the Integration and Runtime Specification (I&RTS), Appendix B: Compliance Checklists.  (GCSS KPP)

Threshold:  Level 6.  Objective:  Level 8.

6.  Deliverables

· Develop an application in accordance with enclosures (1) through (10)

· Provide user manuals.

· Provide user training to the TFAS Functional Manager and selected individuals.

· Provide technical/customer service support during normal contractor working hours and on-site support during the demonstration.
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